Transferring AIS to a different computer

AIS can easily be transferred from one computer to another. There are several different scenarios for transferring AIS
to another computer. Since AlS is designed to use a simple file structure all that is necessary is that the folders used
with AIS as specified are copied to the new computer.

The following are the AIS folders installed on a computer. Within these folders are the AIS software files and all user
data. These folders are located on the drive that AIS is installed in and are unique folders.

e FDPSYS
e FNS152

All necessary files are contained within these folders. The only additional AIS related items are the shortcuts to AIS
Windows and AIS Data Maintenance which are on the desktop of the host computer or on a workstation.

These methods are examples of how AIS can be transferred from one computer to another:
1. A network transfer from one computer to another.
2. Copying of all necessary folders to a flash drive or other storage media from the host computer and then a
copying of the date from the flash drive or other storage media on to the new host computer.
AIS can be setup in these ways on a host computer:
1. A single computer that is not networked

2. A computer that has a shared drive and is networked with other computers
3. Afile server



Single computer/networked computer (main AIS)

The folders as identified above should be copied to the local hard drive. The hard drive does not have to be drive C: if
more than one hard drive is identified. The folders can actually be placed inside another folder only if the local
machine then maps a drive to the host folder. AIS will look for it files to start in the root directory of the host computer
for the folder FDPSYS. If you do not understand setting up folders and mapping to them then the best result is for the
folders identified for AIS to be installed directly to the root drive which is usually the C: drive.

For network computers once the main computer (host) is setup, all secondary workstations will have to map either to
the root of the drive where the FDPSYS folder resides or the folder where FDPSYS was placed.

Drive map example for main computer if AIS is installed in a folder named AIS on the AIS1 computers drive. This
example is valid for both the main computer and the workstation if mapped using the same drive value:

Map Network Drive x|

‘Windows can help vou connect ko a shared network Folder
and assign a drive |letter to the connection so that you can
access the folder using My Computer,

Specify the drive letter For the connection and the Folder
that wou wank bo conneck to:

Drive: IF: j
Falder: | WAISLAIS1CIALS | Erowse.. |

Example: \\serverishare

¥ Reconnect at lagon

Connect using a different user name.

Sign up for online storage or connect bo 3
nebwork server,

< Back I Finish I Cancel

Drive Map example for secondary workstations to the root location:

Map Network Drive x|

‘Windows can help vou connect ko a shared network Folder
and assign a drive |letter to the connection so that you can
access the folder using My Computer,

Specify the drive letter For the connection and the Folder
that wou wank bo conneck to:

Drive: IF: j
Falder: I".".-"-ISl".P-ISlC j Bromse. .. |

Example: \\serverishare

¥ Reconnect at lagon

Connect using a different user name.

Sign up for online storage or connect bo 3
nebwork server,

< Back I Finish I Cancel

Networked host computers must have file sharing defined and complete read and write permissions on the hard drive
or the secondary workstations will not be able to access the FDPSYS folder.



Single computer/networked computer (tailgate)

The setup for the tailgate is done the same way as for a single/networked configuration. If the copy of AIS to be
placed on the tailgate computer is not coming from an existing tailgate setup, it can be made from the host computer
with the following procedures once the files are copied onto the tailgate computer:

1. Start AIS after all files are copied.
2. Access the System Operations Menu (call for password)
3. Select System Parameters
4. Make sure the values for TAILGATE =Y and TAILGATE PC =Y
STATE AGEHCY: Test Setup
LOCAT AGEHCY:
MAILING ADDERESS: x
CITY: Denver SETATE: CO ZIP: 90090
AGENCY PHOHE: (303) 555-1212
DA 152 CODE: 1234 RECORD DELETION:
¥ TAILGATE PC:
¥ WAREHOUSE :
[LOCATION: H MULTIPLE:
H DUP SSH:
DO # EHTREY-IH:
SPECIAT ISSUE:
5. Exit AlIS
6. Delete all contents of the FDPSYS\TABLES\DATA folder only.
File Edit ‘iew Favorites Tools Help
& e =) B fr / ! Search
Address I ) Ciifdpsysitablesidata
Mame = | E
£ 1525k atus DAT 1
¥ DCF.DAT &
% DI03.DAT 1
[ onoes, wie 1
% D106, DAT 1
= DI, vix 1
7. Restart AIS and verify that the menu display is the “1-2-3” menu.
T

TAILGATE SYSTEM DATA LOAD PROCESS

LOAD TAILGATE DATR
PREVIOUS TAILGATE RETURH
EXIT AIS

ENTER MEHU SELECTION: I

ATS Windows System Date: March 23 2006 GR: 03.2006

If the copy of the system is from a previous tailgate computer then no modifications are needed to the copy on the new
computer.



File Server

Define a folder that will host the AIS files

Ensure the user has full control within the host folder

Ensure that the folder has at least 1GB of space available

Place the defined AIS folders in the defined host folder at the root level of the host folder

All workstations that will use AIS will need a drive mapped to the root level of the host folder

All workstations that will use AIS will need a shortcut that uses the drive map value set according to the
shortcut examples defined in this document.

oghrwnE

Shortcut Examples

Using a mapped drive value and the local disk C: value:

General  Shorbout I Compatibilil_l,ll Securit_l.JI General  Shorbout I Compatibilil_l,ll Securit_l.JI

@ 415 Windows @ 415 Windows [C]

Target type: Application Target type: Application

Target location: fdpsys Target location: fdpsys

Target: IF:"\fdpsys'\wrun32.e>¢e AlSWindows. acu Target: Il::'\fl:lpsys‘\wrunﬂ. exe Al 5 indows. acu

Start in: IF:'\h:Ips_l,ls Start in: Il::'\fl:lpsys

Shartcut key: INone Shartcut key: INone

Bur: I M aximized j Bur: I M aximized j
Caomment: I Caomment: I

Find Target. .. | Change lcan... Advanced... | Find Target. .. | Change lcan... Advanced... |
QK I Cancel Apply QK I Cancel Apply




Additional shortcuts:

AlS Data Maintenance - C Properties

SBackup b

C:h\fdpsys

Nomalindow ]

This shortcut is for the AIS Data Maintence application used to backup the AIS software and data files.



Installing AIS on a computer from a daily or monthly backup disk

The AIS Data Maintenance system backs up all necessary files in order to install AIS onto a new location. The backup

will not have the same folder structure backed up but it can be easily created. When viewing a backup from the AIS
Data Maintenance system, this is and example of what should be found on the backup media:

&= KANGURUZ.0 [N:]) =] E3
J File  Edit “iew Favortezr Toolz  Help | ;,"

J Q Haehk = -J - ? /-\' Search Folders =k x n | El - l'il":! Folder Sunc

| Address [~ N\ =l 5o
Mame = | Size | Type | [ate Modified | LI
SiMon File: Falder TA0/2008 2:27 P

= Tue File: Falder 11./4/2008 1:06 P

Swed File Falder RAZT/2009 1026 Ak

[ Thu File: Falder 2M2/2009 4:22 P

[)Fn File Falder T1A7/2008 335 P

Within the named day folders will be the AIS system. Open the day folder for the most recent backup to locate the
FDPSYS folder as in the example below:

J File  Edt “iew Favonter Toolz Help | '.;"
J L) Blach = 'J - 1]" /-\] Search Folders =R x n | Ev .:‘r:_i Folder Sync

| Agdhess [ N:AThu =l &3 6o
Mame = | Sizel Type | Date Moditied |

ICIFDPSYS File Folder 2/12/2009 4:22 P

The FDPSYS folder from the backup media can be copied to the root location as previously used.

NOTE - Backups from network file servers can be restored according to the configuration as set by the LAN
Administrator using the same principles as defined here. The difference is that all folders backed up on a server from
a full backup will be found in the copy of the host folder location. If an incremental backup has been performed the

LAN Administrator will need to reload the system according to the restoration procedures that ensure a full restoration
of all files from the original full backup including all modified files since the last full backup.



